# httoe <kt tpd apache, orgsdocssZ Z¢modsmod_s=1, html #551 verd fuycl 1 ent

none: no client Certificate 15 reguired at all
optional _no_ca: the client may present a walld Certiflicate
but 1t need not to be (successfullyr verl £1able,
optional: the client may present 3 walld Certificate
require: the client MUST present 3 wallid Certificate
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S5LVeri fuClient optional

# httoe 7kt tpd apache, orgsdocssZ Z0/modsmod_s=1. html #5551 verl fuydept b

# maximum number of certificates deep to look when following a client cert to the CA root
#
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# htto: s7httpd apache, orgsdocssZ Z7modsmod_s=1, html #551 opt 1 ons
#
# +ExportlCerthata ...
# When this option 15 enabled, additional CGI/551 environment warl bl es are created:
# 55L_SERVER_CERT, S5L_CLIEWT_CERT and S5L_CLIEWT_CERT_CHAIM_n (with n = 41,2, 1,
# These contain the PEM-cncoded X 589 Certificates of server and client for the current
# HTTF5 connection and can be used by CGI scripts for deeper Certificate checklng
# Additionally all other certificates of the client certificate chain are provided, too
# This bloats up the environment 3 1ittle bit which 15 why you have to use this option to
enable 1t on demand,
#
<Files ™ "u, Chimll php) ">
S5L0ptions +5tdEnvMars
£/Files:

# Force a redirect to HTTPS

RewriteEngine On

RewriteCond #{EMY: using35SLY ! =yes

RewriteRule ™ https //%{SERVER_MAMES #{REOUEST_URIF [L, R=permanent]

# this will return 3 Forbl dden error 1 not using HTTPS
#55L0pt1 ons +5tr1 ot Requl re
#55L Requil ressl



