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# This 15 used with Apache WebSetrvers

#

# The following blocks direct HTTF requests to all filetypes in this directory
recursi vely, except certaln approved exceptlons

# It also prevents the ability of any scripts to run Ho type of script, be 1t PHP, FERL
ot whatever, can normally be executed 17 ExecChl 15 di sabled,

# Will 3ls0 prevent people from seeing what 15 in the dir, and any sub-directories
#

# For this to work, you must [nclude either "All" or at least: 'Limit' and ' Indexes’
parameters to the Allowlyverrde conflguration 1n yowr apachesconfshttpd conf f1le

# Additionally, If you want the added protection offered by the OFTIONS directlve bel ow,
you'll need to add 'Options' to the Allowlverride 1ist, 1f "All' 15 not specified

# Exampl &

#o01 rectory "susrsl ocal s apaches bt docs" s

# Allowlverride Limit Options Indexes

#oo00 rect oy
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Directoryl ndex index php

# deny =everythl ngs
¢FilesMatch ", =\, . #">
Order ALLow, Deny

Deny from all
£/FilesMatch:

# but now 3l1ow just #certalns necessary f11es

<FilesMatch "¢™¢ “favicon icofl. =\, Cphpl jsl cssl jpal gi f1 pngy g™ >
Order ALLow, Deny
Allow from all

£/FilesMatch:

IndexIgnore *7%

# The following makes adjustments to the 550 protocol for Internet Explorer browsers
<IfModule mod_setenvif, o

AT &SP oo T



SLTUHETLNE 2317
SetEnvIf User-Agent ", #MSIE, =" A
nokeepal ive 551 -uncl ean-shutdown %
downgrade-1, 8 force-response-1, 8
/I Define:
</TfModul e

#turn of f X-PHP-0r1 gi nating-5cript header when sending emails from admin
#uncomment to activate:

# php_rlag mail, add_x_headsr OFfF



