# Boopyright Copuright 2A3-2618 Zen Cart Dewvel opment Team

# Bl1icense http /7w, zen-cart, comslicenses2_ A txt GHU Public License Y2 A

# Bversion $1d . htaccess 16954 2A1A-A7-21 22 55 502 drbyte #

# This 15 used with Apache WebServers

# The rfollowing blocks direct HTTP requests to all rfiletypes in this directory
recursively, except certaln approved exceptlons

# It also prevents the ability of any scripts to run Mo type of script, be it PHF. FPERL
or whatever, can normally be executed 1 ExecChl 15 di sabled,

# Will also0 prevent people from secing what 15 in the dir, and any sub-directories

# For this to work, you must include either "ALLY or at least: 'Limit' and 'Indexes’
par-ameters to the Allowlverrlde configuration 1n your apachesconfshttpd conf file,

# Additionally, 17 you want the added protection offered by the OPTIONS directive bel ow,
you'll need to add 'Options' to the Allowdverride 1ist, 1f 'AI1" 15 not specified

# Exampl e

#<Directory "/usr/local /apachesht docs">

# Allowlverride Limit Options Indexes

#os01 rect oryr
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# UETIY +Ever yLrilrg+

<FilesMatch ", ">

Order ALLow, Deny

Deny from all

</FilesMatchs

# but now allow just #certaln# necessary iles

£FilesMatch ", =\, Cmp3l mpdl swfl avil mpal wmal rml ral raml wmyl epubd "

Order ALLow, Deny

Allow from all

# tell a1l downloads to automatically be treated as “sawve as" instead of launching in an

application directly
# (just uncomment the next 2 11nes by removing the "#' 3
# ForceType applicationsoctet-stream
# Header set Content-01 sposition attachment
</FilesMatch:
IndexIgnore *£%
## HOTE: If you want even greater securlty to prevent hackers from running scripts in this
folder, uncomment the following 1ine (1f your hosting company will &11ow you to use

OFTIOHS3;

# OFTIOWS -Indexes —-ExecliG]



