#

# Bropyright Copuyrl ght 26A3-2A168 Zen Cart Devel opment  Team

# B11cense htto /7w, zen-cart, comsl1censes2 @A txt GHU Public License Y2, A

# Byersion 14 . htaccess 16111 281 A-A4-29 220 39 AZZ drbyte

#

# This 15 used with Apache WebServers

#

# The following blocks direct HTTP requests to all filetypes in this directory
recursi vely, except certaln approved exceptlons

# It also prevents the ability of any scripts to run Ho type of script, be 1t FPHP, FERL
o whatever, can normally be executed 17 ExecChl 15 di sabled,

# Will 3ls0 prevent people from seeing what 15 in the dir, and any sub-directori es
#

# For this to work, you must [nclude either "All" or at Ieast: 'Limit' and ' Indexes’
parameters to the All owlyverrlde conflguration 1n yow apachesconfshttpd, conf f1l1e

# Additionally, If you want the added protection offered by the OFTIOWS directlve bel ow,
you'll need to add 'Options' to the Allowlverride 11ist, 1f "All' 15 not specified

# Exampl e

#o01 rectory "susesl ocal s apachesht docs" s

# Allowlverride Limit Options Indexes

#oo00 rect oy
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Directoryl ndex index php

# prevents 1nappropri ate browsi g
¢FilesMatch ", =\, #">
Order ALLow, Deny
Deny from all
£/FilesMatch:
£FilesMatch "¢™% “favicon icofl. =\, Cphpl jsl cssl jpgl gi f1 pnagl btmlaga "
Order ALLow, Deny
Allow from all
£/FilesMatch:

IndexIgnore *7%

# 0lder versions of the mod_securlty extension 1n apache may cause "486" errors to sppeat
during 1nstallation,
# If you are running 1nto such problems, simply remove the # from the beginning of the
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