£IfModule mod_rewrite, o
# appRain help to produce Friendly URLs and build a strong
# security laysr via , htaccess file You must serve web
# pages wia Apache with mod_rewite for this functionality,
RewriteEngine On

# Rewite www, domain com —» domain com -- used with SE0 Strict URLs plugln
# RewriteCond ZCHTTP_HOST? |

# Rew1teCond ZCHTTP_HOSTE ! “exampl e-domal n-pl ease-changet, com [HCT

# RewiteRule ¢, #1 httpe /7exampl e-domal n-pl ease-change, coms$l [R=341, L]

#

# Rewite secure requests properly to prevent 550 cert warnings, e g prevent
# https < www, domaln com when your cert only al1ows httpos A/ secure domal no com
# Rewrl teCond XSERVER_FPORTR ! 7443

# RewiteRule ¢, #1 https: /sexampl e-domal n-pl ease-change com coms$] [R=361, L]

RewriteCond #{REQUEST_FILEMAMEY ! -d
RewriteCond #¥{REQUEST_FILEMAMEY ! -f
RewriteRule ™0, #)% index. php?hasicrout=$1 [0SA, L]

# If your server 15 not already conflgured as such, the following directlve
# should be uncommented 1n order to set PHP's option to OFF,

# This closes a major securlty hole that 15 abused by most %55 (cross-site
# scripting) attacks, For more Information: bttpo s7/php. net

#

#

# IF EEGISTER_GLOGALS DIRECTIVE CALUSES 588 ITHTEREHAL SERYER ERRORS

# php_flag regi ster_global s OFF
# php_flag magi c_guotes_gpe OFF

# For servers that support output compression, you should pick up 3 bit of
# speed by un-commenting the following 11nes,

# php_flag z11h output_compression On
# php_walue zlib, output_compression_level 5
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