# BEGIH I Themes Securlty
# BEGIH Twesks

# Rules to block access to WordPress specific fi1les

<files . htaccess:
Order allow, deny
Deny from all

£/files:

<files readme, html:
Order allow, deny
Deny from all

£/files:

<files readme, txt:
Order allow, deny
Deny from all

£/files:

<files install. php:
Order allow, deny
Deny from all

£/files:

<files wp-config php:
Order allow, deny
Deny from all

£/files:

<IfModule mod_rewrite, o
FewriteEngine On

# Rules to protect wp-Includes

FewriteRule “wp-adminsincludess - [F]

FewriteRule ! “wp-includes/ - [5=3]

FewriteCond #¥{SCRIPT_FILEMAMEY !0, #)wp-includes/ms-files, php
FewriteRule “wp-includess["/1+\, phps - [F]

FewriteRule “wp-includes/ js/tinumces] angss. +\. php - [F]
FewriteRule “wp-includesstheme-compats - [F]

# Rules to help reduce spam

FewriteCond ¥{REQUEST_METHODY POST

FewriteCond ¥{REQUEST_URIY 0, #)wp-comment s—-posts., phps

RewriteCond #CHTTP_REFERERY ! “(. #)deneveusa, com, *

FewriteCond ¥{HTTP_REFERERY ! “http: // jetpack’. wordpressh, com/ jet pack-comment/ [OR]
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FEWrl LELONd &nl TF_WoEFE_HoEM I x +
RewriteRule “C, #2% - [F]
</TfModul e
# EHD Tweaks
# END 1Themes Security

# BEGIN WordFress

I fModule mod_tewrite, o

RewriteEngi ne On

RewriteBase /deneveusa, com/

FewriteRule “indexh, php$ - [L]

RewriteCond #{REQUEST_FILEMAMEY ! -f
RewriteCond ¥{REQUEST_FILEMAMEY ! -d
FewriteRule . /deneveusa, comdindex, php [L]
</TfModul e

# EHC WotrdPress



